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TOPOLOGIA DE REDES

TOPOLOGIA DE REDES DE COMPUTADORES
A topologia refere-se ao “layout físico” e ao meio de conexão dos dispositivos na rede, ou seja, como estes estão conectados. Os pontos no meio onde são conectados recebem a denominação de nós, sendo que estes nós sempre estão associados a um endereço, para que possam ser reconhecidos pela rede.

A topologia de uma rede depende do projeto das operações, da confiabilidade e do seu custo operacional. Ao se planejar uma rede, muitos fatores devem ser considerados, mas o tipo de participação dos nodos é um dos mais importantes. Um nodo pode ser fonte ou usuário de recursos, ou uma combinação de ambos.

Uma rede local pode ser distinguida de uma outra através: das aplicações pretendidas; dos serviços oferecidos; dos meios de transmissão; e do protocolo utilizado.

As redes locais foram criadas para dar o suporte para vários tipos de aplicações, incluindo entre elas: aplicações para transmissão de dados, voz e vídeo, comunicação entre terminais, entre computadores, e automação de empresas.

Qualquer que seja a aplicação, vários fatores devem ser levados em consideração, dentre eles: a dispersão geográfica (local onde será instalado), o ambiente de operação (sistema, aplicativos que vão rodar), o número máximo de nós (número de máquinas), separação máxima e mínima entre os nós (distância), e o tipo de informação transmitida.
A topologia de rede pode ser lógica ou física e se trata da visualização dos elementos de rede. A topologia lógica é usada para visualizar a interconexão dos equipamentos independente da localização física ou distância topográfica. A topologia física, ao contrário, os elementos são colocados onde eles estão realmente localizados mantendo as informações de distâncias, tamanho, etc. dos mesmo. A meta da topologia lógica é exibir a informação do modo mais legível possível, não representando informações não significantes ao contexto, as quais podem confundir o operador.

TOPOLOGIA EM ANEL
Uma rede em anel consiste de estações conectadas através de um caminho fechado. Nesta configuração, muitas das estações remotas ao anel não se comunicam diretamente com o computador central.

Redes em anel são capazes de transmitir e receber dados em qualquer direção, mas as configurações mais usuais são unidirecionais, de forma a tornar menos sofisticado os protocolos de comunicação que asseguram a entrega da mensagem corretamente e em seqüência ao destino.

Quando uma mensagem é enviada por um nó, ela entra no anel e circula até ser retirada pelo nó destino, ou então até voltar ao nó fonte, dependendo do protocolo empregado.
Outra vantagem é a de permitir a determinadas estações receber pacotes enviados por qualquer outra estação da rede, independentemente de qual seja o nó destino.

Os maiores problemas desta topologia são relativos à sua pouca tolerância a falhas.

Qualquer que seja o controle de acesso empregado, ele pode ser perdido por problemas de falha e pode ser difícil determinar com certeza se este controle foi perdido ou decidir qual nó deve recriá-lo.

Erros de transmissão e processamento podem fazer com que uma mensagem continue eternamente a circular no anel. A utilização de uma estação monitora pode contornar estes problemas. Outras funções desta estação seriam: iniciar o anel, enviar pacotes de teste e diagnóstico e outras tarefas de manutenção. A estação monitora pode ser dedicada ou uma outra que assuma em determinado tempo essas funções.

Esta configuração requer que cada nodo seja capaz de remover seletivamente mensagens da rede ou passá-las adiante para o próximo nó. Nas redes unidirecionais, se uma linha entre dois nodos cair, todo sistema sai do ar até que o problema seja resolvido. Se a rede for bidirecional, nenhum ficará inacessível, já que poderá ser atingido pelo outro lado.

Vantagem:

· Os dados trafegam através de todos os componentes da rede evitando-se com isso, um ponto central de falhas;
· Envio simultâneo de um pacote para múltiplas estações.

Desvantagem:

· Na ocorrência de um defeito em quaisquer dos componentes, toda a rede é afetada;

· Para expansão ou eventual manutenção é necessário que a rede esteja inoperante.
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TOPOLOGIA EM BARRA
Nesta configuração todos os nodos (estações) se ligam ao mesmo meio de transmissão. A barra é geralmente compartilhada em tempo e freqüência, permitindo transmissão de informação.

Nas redes em barra comum, cada nó conectado à barra pode ouvir todas as informações transmitidas. Esta característica facilita as aplicações com mensagens do tipo difusão (para múltiplas estações).

Existem uma variedade de mecanismos para o controle de acesso à barra que pode ser centralizado ou descentralizado. A técnica adotada para acesso à rede é a multiplexação no tempo.

A dois tipos de controle, o centralizado, onde o direito de acesso é determinado por uma estação especial da rede e o descentralizado, onde a responsabilidade de acesso é distribuída entre todos os nodos.

Nas topologias em barra, as falhas não causam a parada total do sistema, se a falha não for no barramento. Relógios de prevenção (“watch-dostimer”) em cada transmissor devem detectar e desconectar o nodo que falha no momento da transmissão.

O desempenho de um sistema em barra comum é determinado pelo meio de transmissão, número de nodos conectados, controle de acesso, tipo de tráfego entre outros fatores. O tempo de resposta pode ser altamente dependente do protocolo de acesso utilizado.

Vantagem:

· As falhas não causam a parada total do sistema (watch-dos-timer);

· Facilmente adaptado a qualquer ambiente físico;

· Pela simples adição de componentes ao barramento, sua expansão se torna simples.
Desvantagem:

· Qualquer dano causado ao barramento, toda a rede é afetada;
· Uma falha nos cabos, conectores ou terminadores fará com que a rede toda falhe. E o defeito poderá demorar a ser identificado, pois os componentes deverão ser testados até achar o que está causando problema;

· Com uso intenso, a rede fica mais lenta.
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TOPOLOGIA EM ESTRELA
Neste tipo de rede, todos os usuários comunicam-se com um nodo central, tem o controle supervisor do sistema, chamado “host”. Através do host os usuários podem se comunicar entre si e com processadores remotos ou terminais. No segundo caso, o host funciona como um comutador de mensagens para passar os dados entre eles.

O arranjo em estrela é a melhor escolha se o padrão de comunicação da rede for de um conjunto de estações secundárias que se comunicam com o nodo central. As situações onde isto mais acontece são aquelas em que o nodo central está restrito às funções de gerente das comunicações e a operações de diagnósticos (servidor).

Outra tarefa seria a de compatibilizar a velocidade de comunicação entre o transmissor e o receptor. Se o protocolo dos dispositivos fonte e destino utilizarem diferentes protocolos, o nó central pode atuar como um conversor, permitindo duas redes de fabricantes diferentes se comunicar.
No caso de ocorrer falha em uma estação ou no elo de ligação com o nodo central, apenas esta estação fica fora de operação. Entretanto, se uma falha ocorrer no nodo central, todo o sistema pode ficar fora do ar. A solução deste problema seria a redundância, mas isto acarreta um aumento considerável dos custos.

A expansão de uma rede deste tipo de rede só pode ser feita até um certo limite, imposto pelo nodo central: número de circuitos concorrentes que podem ser gerenciados e número de nós que podem ser servidos.

O desempenho obtido numa rede em estrela depende da quantidade de tempo requerido pelo nodo central para processar e encaminhar mensagens, e da carga de tráfego de conexão, ou seja, é limitado pela capacidade de processamento do nodo central.

Esta configuração facilita o controle da rede e a maioria dos sistemas de computação com funções de comunicação possuem um software que implementa esta configuração.

Vantagem:

· As falhas são facilmente localizadas e isoladas;
· Possui um equipamento central de gerenciamento;
· A falha de um equipamento não afeta toda a rede;
· São mais confiáveis que as topologias em anel, barramento e estrela.

Desvantagem:

· Possui um ponto central de falha, pois é principalmente controlado, através de um equipamento central;
· A expansão da rede se limita a capacidade de expansão do nó central;

· O custo é maior devido à requisição de mais cabos, mão-de-obra e concentradores.  
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TOPOLOGIA EM GRAFO
Neste tipo de topologia todos os nós da rede estão interligados uns aos outros, oferecendo caminhos alternativos para os dados reduzindo drasticamente a perda de pacotes já que um mesmo pacote pode chegar ao endereço destinatário por vários caminhos.
Um exemplo extremo de uma rede em malha seria cada nó ou host, estivesse conectado a outro nó.

Devido a sua complexidade de implementação física e o custo ela não é usada em grandes empresas porem ela é utilizada em pequenas empresas.
Vantagens
· Confiabilidade superior às outras.

· Pode-se ter vários nós falhando por causa de vários caminhos alternativos de clientes.

· Comunicação entre duas máquinas é muito rápida – somente um link.

Desvantagem

· Muito cara de implementar, pois necessita de muitas conexões físicas e hardware adicional.

· Sua implementação é muito complexa.
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TOPOLOGIA EM ARVORE
A topologia em árvore é essencialmente uma série de barras interconectadas, ou seja, é a expansão da topologia em barra herdando suas capacidades e limitações. O barramento ganha ramificações que mantêm as características de difusão das mensagens e compartilhamento de meio entre as estações. Geralmente existe uma barra central onde outros ramos menores se conectam, esta ligação é realizada através de derivadores e as conexões das estações realizadas do mesmo modo que no sistema de barra padrão. Essa topologia possui um nó pai, que se ramifica formando seus nós filhos e assim por diante, um nó pai possui vários filhos, porém um nó filho possui apenas um pai.


Cuidados adicionais devem ser tomados nas redes em árvores, pois cada ramificação significa que o sinal deverá se propagar por dois caminhos diferente. A menos que estes caminhos estejam perfeitamente casados, os sinais terão velocidades de propagação diferentes e refletirão os sinais de diferente maneiras. Em geral, redes em árvore, vão trabalhar com taxa de transmissões menores do que as redes em barra comum, por estes motivos.
Vantagem:

· Como só há um caminho para seguir de um lado a outro, não há problemas de distribuição.

Desvantagens:

· Se um nó apresentar defeitos, a comunicação interrompe, porque não existem caminhos alternativos;
· Caso os caminhos não estejam perfeitamente casados, os sinais terão velocidades de propagação diferentes e refletirão os sinais de diferente maneiras.

[image: image5.jpg]



TOPOLOGIA MISTA OU HÍBRIDA
Combinam duas ou mais topologias simples. Alguns exemplos são o de estrelas conectadas em anel e o árvores conectadas em barramento. Procuram explorar as melhores características das topologias envolvidas, procurando em geral realizar a conexão em um barramento único de módulos concentradores aos quais são ligadas as estações em configurações mais complexas e mais confiáveis.
É a topologia mais utilizada em grandes redes. Assim, adequa-se a topologia de rede em função do ambiente, compensando os custos, expansabilidade, flexibilidade e funcionalidade de cada segmento de rede.

Vantagens:
Muito confiável, pois permite a redundância de equipamentos e cabos.
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PERGUNTAS

1. Como os hosts são conectado nas topologias linear/barramento, anel, estrela?
R: Rede linear/barramento: As estações são ligadas a um barramento central único;

   Anel: As estações são conectadas seqüencialmente umas às outras, formando um caminho em forma de anel;

   Estrela: As estações estão conectadas a um nó central único.
2. Qual a principal vantagem da topologia híbrida?

R: A principal vantagem é que ela procura explorar as melhores características das topologias envolvidas.

3. Por que a topologia grafo não é tão utilizada já que ela tem maior confiabilidade e velocidade que as outras?

R: Por causa do seu alto custo e complexidade de implementação.

