Definindo DNS

DNS é a abreviatura de Domain Name System. O DNS é um serviço de resolução de nomes. Toda comunicação entre os computadores e demais equipamentos de uma rede baseada no protocolo TCP/IP é feita através do número IP. Porém não seria nada produtivo se os usuários tivessem que decorar ou  consultar uma tabela de números IP toda vez que tivessem que acessar um recurso da rede. Por exemplo, você digita http://www.ubuntu-br.org/, para acessar o site da comunidade ubuntu no Brasil, sem ter que se preocupar e nem saber qual o número IP do servidor onde está hospedado.  

O papel do DNS é  resolver um determinado nome, ou seja, quando o usuário tenta acessar um determinado recurso da rede usando o nome de um determinado servidor, é o DNS o responsável por localizar e retornar o número IP associado com o nome utilizado. 

O DNS é um grande banco de dados distribuído em vários servidores DNS e um conjunto de serviços e funcionalidades, que permitem a pesquisa neste banco de dados. 

Os nomes DNS são organizados de uma maneira hierárquica através da divisão da rede em domínios DNS. 

O Arquivos Hosts

Um método antigo, utilizado inicalmente para resolução de nomes era o arquivo hosts. Este arquivo é um arquivo de texto e contém entradas como as dos exemplos a seguir, uma em cada linha:

127.0.0.1

localhost




localdomain

192.168.254.188 
ubuntuStudio.nanasnet
 ubuntuStudio

192.168.254.1

ArlaneJu.nanasnet

ArlaneJu

192.168.254.5
 
MegaGemeos.nanasnet
MegaGemeos

192.168.254.3
 
AlexJiuJitsu.nanasnet

AlexJiuJitsu

A primeira entrada atribui o nome localhost ao endereço 127.0.0.1.

A segunda é para o próprio ubuntuStudio.nanasnet e seu pseudônimo ubuntuStudio, pseudônimos de hosts são usados para fornecer nomes mais curtos.

O arquivo hosts é individual para cada computador da rede e fica gravado em um sistema Windows  na pasta system32\drivers\etc, dentro da pasta onde o Windows está instalado. Este arquivo é um arquivo de texto e pode ser alterado com o bloco de Notas. No linux fica dentro da pasta /etc. 

A limitação do arquivo hosts ficam óbvias quando ela é usada para um numero grande de hosts.


As limitações da tabela de hosts ficam óbvias quando ela é usada para um número muito grande de hosts. A tabela de hosts exige que todo computador tenha uma cópia local da tabela, e esta deve estar completa.


Considerando a internet com milhões de hosts, a pesquisar a tabela torna-se ineficiente e é impossível de manter.

Entendendo os elementos que compõem o DNS

O DNS é baseado em conceitos como espaço de nomes e árvore de domínios. Para entender melhor estes conceitos, observe a Figura a seguir:

Estrutura hierárquica do DNS

Nesta Figura é apresentada uma visão abrevida da estrutura do DNS definida para a Internet. O [image: image1.jpg]Q)
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principal domínio, o domínio root, o domínio de mais alto nível foi nomeado como sendo um ponto (.). 

Servidores de nome raiz. Na Internet há 13 servidores de nomes raiz (denominados de A a M) e a maior parte deles está localizado na América do Norte. Abaixo você vê uma lista com todos os root servers tirado de uma zona (db.root) do BIND. 

A.ROOT-SERVERS.NET.     3600000 IN      A       198.41.0.4

B.ROOT-SERVERS.NET.     3600000 IN      A       192.228.79.201

C.ROOT-SERVERS.NET.     3600000 IN      A       192.33.4.12   

D.ROOT-SERVERS.NET.     3600000 IN      A       128.8.10.90   

E.ROOT-SERVERS.NET.     3600000 IN      A       192.203.230.10

F.ROOT-SERVERS.NET.     3600000 IN      A       192.5.5.241   

G.ROOT-SERVERS.NET.     3600000 IN      A       192.112.36.4  

H.ROOT-SERVERS.NET.     3600000 IN      A       128.63.2.53   

I.ROOT-SERVERS.NET.     3600000 IN      A       192.36.148.17 

J.ROOT-SERVERS.NET.     3600000 IN      A       192.58.128.30 

K.ROOT-SERVERS.NET.     3600000 IN      A       193.0.14.129  

L.ROOT-SERVERS.NET.     3600000 IN      A       198.32.64.12  

M.ROOT-SERVERS.NET.     3600000 IN      A       202.12.27.33

No segundo nível foram definidos os chamados “Top-level-domains” e são servidos pelos servidores raiz. Os principais descritos na Tabela a seguir:

Top-level-domains:

Dominios de topo de Nível
Descrição

com
Organizações comerciais

gov
Organizações governamentais

edu
Instituições educacionais

org
Organizações não comerciais

net
Diversos

mil
Instituições militares

Servidores de nomes com autoridade. Toda organização que tiver hospedeiros que possam ser acessados publicamente na Internet (como servidores Web e servidores de correio) deve fornecer registros DNS também acessíveis publicamente que mapeiem os nomes desses hospedeiros para endereços IP. Um servidor DNS com autoridade de uma organização abriga esses registros. Uma organização pode preferir implementar seu próprio servidor DNS com autoridade para abrigar esses registros ou, como alternativa, pode pagar para armazená-los em um servidor DNS com autoridade de algum provedor de serviço. A maioria das universidades e empresas de grande porte implementam e mantêm seus próprios servidores DNS primário e secundário (backup) com autoridade.

O nome completo de um computador da rede é conhecido como FQDN – Full Qualifided Domain Name, Dominio completamente qualificado. Por exemplo ftp.abc.com.br é um FQDN. ftp é o nome de host e o restante representa o domínio DNS no qual está o computador. A união do nome de host com o nome de domínio é que forma o FQDN.

Internamente, a empresa abc.com.br poderia criar subdomínios, como por exemplo: vendas.abc.com.br, suporte.abc.com.br, pesquisa.abc.com.br e assim por diante. Dentro de cada um destes subdominios poderia haver servidores e computadores, como por exemplo: srv01.vendas.abc.com.br, srv-pr01.suporte.abc.com.br. Observe que sempre, um nome de domínio mais baixo, contém o nome completo dos objetos de nível mais alto. Por exemplo, todos os subdomínios de abc.com.br, obrigatoriamente, contém abc.com.br: vendas.abc.com.br, suporte.abc.com.br, pesquisa.abc.com.br. Isso é o que define um espaço de nomes contínio.

O DNS é formado por uma série de componentes e serviços, os quais atuando em conjunto, tornam possível a tarefa de fazer a resolução de nomes em toda a Internet ou na rede interna da empresa. Os componentes do DNS são os seguintes:

· O espaço de nomes DNS: Um espaço de nomes hierárquico e contínuo. Pode ser o espaço de nomes da Internet ou o espaço de nomes DNS interno, da sua empresa. Pode ser utilizado um espaço de nomes DNS interno, diferente do nome DNS de Internet da empresa ou pode ser utilizado o mesmo espaço de nomes. 

· Servidores DNS: Os servidores DNS contém o banco de dados do DNS com o mapeamento entre os nomes DNS e o respectivo número IP. Os servidores DNS também são responsáveis por responder às consultas de nomes enviadas por um ou mais clientes da rede. Mais adiante veremos que existem diferentes tipos de servidores DNS e diferentes métodos de resolução de nomes. 

· Registros do DNS (Resource Records): Os registros são as entradas do banco de dados do DNS. Em cada entrada existe um mapeamento entre um determinado nome e uma informação associada ao nome. Pode ser desde um simples mapeamento entre um nome e o respectivo endereço IP, até registros mais sofisticados para a localização de Dcs, controladores de domínio, e servidores de email do domínio. 

· Clientes DNS: São também conhecidos como resolvers. Este componente de software é responsável por detectar sempre que um programa precisa de resolução de um nome e repassar esta consulta para um servidor DNS. O servidor DNS retorna o resultado da consulta para o resolver, o qual repassa o resultado da consulta para o programa que originou a consulta. 

Entendendo como funcionam as pesquisas do DNS

Imagine um usuário, na sua estação de trabalho, navegando na Internet. Ele tenta acessar o site www.site.com.br O usuário digita este endereço e tecla Enter. O resolver detecta que existe a necessidade da resolução do nome www.site.com.br, para descobrir o número IP associado com este nome. O resolver envia a pesquisa para o servidor DNS configurado como DNS primário. A mensagem enviada pelo resolver, para o servidor DNS, contém três partes de informação, conforme descrito a seguir:

· O nome a ser resolvido. No nosso exemplo: www.site

 HYPERLINK "http://www.juliobattisti.com.br/"
.com.br .

· O tipo de pesquisa a ser realizado. Normalmente é uma pesquisa do tipo “resource record”, ou seja, um registro associado a um nome, para retornar o respectivo endereço IP. É como se o cliente perguntasse para o sevidor DNS: “Você conhece o número IP associado com o nome www.site.com.br?” E o servidor responde: “Sim, conheço. E informa o ip do site para o resolver. 

Existem diferentes maneiras como uma consulta pode ser resolvida. Por exemplo, a primeira vez que um nome é resolvido, o nome e o respetivo número IP são armazenados em memória, no que é conhecido como Cache do cliente DNS, na estação de trabalho que fez a consulta. Na próxima vez que o nome for utilizado, primeiro o sistema procura no Cache DNS do próprio computador, para ver se não existe uma resolução anterior para o nome em questão. Somente se não houver uma resolução no Cache local do DNS, é que será envida uma consulta para o servidor DNS. 

Chegando a consulta ao servidor, primeiro o servidor DNS consulta o cache do servidor DNS. No cache do servidor DNS ficam, por um determinado período de tempo, as consultas que foram resolvidas anteriormente pelo servidor DNS. Esse processo agiliza a resolução de nomes, evitando repetidas resoluções do mesmo nome. Se não for encontrada uma resposta no cache do servidor DNS, o servidor pode tentar resolver a consulta usando as informações da sua base de dados ou pode enviar a consulta para outros servidores DNS, até que uma resposta seja obtida.

Consultas recursivas e iterativas

Consultas recursivas - Uma consulta recursiva acontece da seguinte maneira. Imagine que você esta em sua casa na frente do seu computador conectado a Internet e queira acessar um site pela primeira vez. Este site não está no cache DNS da sua máquina e nem no cache do servidor DNS do seu ISP. Logo a sua máquina que roda o lado cliente do DNS vai fazer uma consulta no seu servidor DNS e este por não saber o IP do hospedeiro remoto vai fazer uma consulta no root server, como essa consulta é recursiva o root server vai fazer uma consulta no servidor TLD e o servidor TLD vai fazer uma consulta no servidor de autoridade de domínio que vai retornar o IP para o servidor TLD, o TLD vai retornar para o root server, este vai retornar para o seu servidor DNS e este por conseguinte vai entregar o IP a sua máquina que vai poder abrir uma conexão TCP com o hospedeiro remoto e requisitar a página desejada. 

Abaixo você tem um exemplo de como funciona uma consulta DNS recursiva: 
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Consultas iterativas - Na consulta iterativa (seguindo o mesmo cenário acima) o seu servidor DNS faz uma primeira consulta em um servidor root server e esse devolve o IP do servidor TLD para o seu servidor DNS, este consulta o servidor TLD que retorna o IP do servidor DNS de autoridade, o seu servidor DNS consulta o servidor DNS de autoridade que rotorna o IP da máquina Web que você quer acessar, com isso o seu servidor DNS entrega o IP da do hospedeiro remoto a sua máquina que agora pode abrir uma conexão TCP. 

Abaixo você tem um exemplo de como funciona uma consulta DNS iterativa: 
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Na verdade a Internet mescla consultas iterativas com recusrsivas. 

BIND

Na maioria dos sistemas linux, o DNS é implementado com o software Berkeley Internet Name Domain (BIND). O DNS do BIND é um sistema cliente/servidor.

Configurando o resolver

Comandos para configuração do Resolver:


nameserveraddress - define o endereço IP de um servidor de nomes que o resolver deve usar.


domain domainname - define o domínio local. Este é usado para ampliar um hostname em uma consulta, antes de ser enviado ao servidor de nomes.


search searchlist - define um lista de domínios que são usados para ampliar um hostname antes de ser enviado ao servidor de nomes.


options option - modifica o comportamento padrão do resolver.


debug - liga a depuração.


ndots:n – define o núremo de pontos que indicam quando o resolver deve juntar valores da lista de pesquisa para o hostname antes de enviar a consulta ao servidor de nome.


rotate – liga a possibilidade de compartilhamento de carga entre os servidores de nome, executando uma rotatividade entre eles.


inet – faz o resolver consultar por endereços Ipv6.


sortlist addresslist – define uma lista de endereços de rede preferidos a outros endereços.

Exemplo de um arquivo resolver

seach
swans.foobirds.org
foobirds.org

nameserver
172.16.12.1

name server 
172.16.5.1

Seach diz ao resolver para expandir hostnames, primeiro com o dominio local  swans.foobirds.org e depois com o domínio pai foobirds.org.

Primeiro envie consultas ao servidor local, visando eficiência do sistema, e para o servidor de domínio principal quando o servidor local tiver caído.

O resolver Lightweight

O Bind 9 introduziu uma nova biblioteca resolver, ela pode ser ligada em qualquer aplicação, mas foi projetada para aplicações que precisam usar endereços Ipv6. O resolvedor lightweight divide o resolvedor em uma biblioteca usada pelas aplicações e um daemon de resolvedor separado que controla o tamanho do processo do resolvedor. As rotinas de biblioteca enviam consultas a porta 921 UDP no host local usando o protocolo do resolver lightweight. O daemon do resolvedor pega a consulta, e soluciona usando protocolos de DNS padrão.

COMO CONFIGURAR O SERVIDOR DE DOMÍNIO

Há três configurações básicas para servidores de nomes:

· Servidor de caching é um servidor não-autorizado. Obtém todas as suas respostas para consultas de servidor de nomes de outros servidores de nomes.

· Servidor escravo é considerado um servidor autorizado porque tem um banco de dados de domínio completo, transferido do servidor mestre. Também é chamado de servidor secundário porque é um backup para o servidor principal.

· Servidor mestre é o servidor principal para o domínio.

Até cinco tipos de arquivos diferentes são requeridos para uma configuração de named.

Todas as configurações requerem estes três arquivos básicos:


arquivo de configuração named – O arquivo de configuração named.conf define parâmetros básicos, e aponta para as fontes de informação de banco de dados do domínio que podem ser arquivos locais ou servidores remotos.


hints file – O hints file, ou cache, fornece os nomes e endereços dos servidores raiz que são usados durante a inicialização.


arquivo de hosts local – Todas as configurações têm um banco de dados de domínio local para solucionar endereço de loopback para o localhost.

Outros dois arquivos que são usados para configurar o named só são usados no servidor mestre. Estes são dois arquivos que definem o bando de dados do domínio.


arquivo de zona – É usado para mapear nomes de hosts para endereços, para identificar servidores de correio, e fornecer uma variedade de outras informações de domínio.


arquivo de zona reversa – O arquivo de zona resersa mapeia endereços IP para nomes de host.

Configuração do BIND
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Um servidor DNS pode servir vários domínios. Quando necessário, um domínio pode ser subdividido em subdomínios. A parte de um domínio pela qual um servidor é responsável é chamada de zona. Considere o domínio a seguir, subdividido em três zonas:

Arquivos de configuração do Bind

named.conf -> Arquivo de configuração, zonas e etc.

named.ca -> Arquivo que contem as listas dos principais servidores espalhados pelo planeta.

named.local -> Arquivo que define o nome localhost (sua maquina).

resolv.conf -> Resposavel pela resolução e procura de seus dominios.

named -> Daemon do serviço DNS.

Arquivo de configuração named

Options

A maioria dos arquivos abre com a declaração options. A declaração ajusta parâmetros globais que afetam  a forma que o Bind Opera. Também ajusta os valores defaults usados por outras declarações no arquivo de configuração.

Ex.:

options {


directory “/var/named”;


forward first;


forwardes {
172.16.5.1; 172.16.12.1;
};

};

A opção directory define o diretório no qual named lerá e gravará arquivos.

A opção foward first diz para o servidor local tentar os forwardes antes de tentar obter uma resposta de qualquer outro servidor externo. Uma outra opção é forward only que diz para o servidor que só pode tentar os forwardes.

Declaração de zona

A declaração de zona são as mais importantes no arquivo de configuração. Uma declaração de zona executa as seguintes funções típicas:

· Define a zona que é servida por este servidor de nomes.

· Define o tipo de servidor de nomes que este servidor é para a zona.

· Define a fonte de informação do domínio para a zona.

· Define opções de processo especiais para a zona.

Exemplo:

zone 
“foobirds.org” in {

// nome da zona


type master;


// tipo de servidor


file “foobirds.hosts”;   
// arquivo com o banco de dados do domínio


check-names fail;

//  o que o servidor deve fazer se achar nomes de hosts 





// inválidos no arquivo de zona


notity yes;


// notifica os servidores escravos se a zona for atualizada


also-notity { 182.16.80.3; };



allow-update { none };
// nenhum clientes pode atualizar o arquivo de zona 





//dinamicamente


};

Uma configuração de apenas caching

//

// só aceita consultas de domínios locais

//

acl “subnet12” { 172.16.12.0/24; };    // atribui um nome arbitrário a uma lista de nomes

options {


directory “/var/named”;
// define diretório de trabalho


allow-query { “subnet12”; };
// garante que o servidor só fornecerá serviços a clientes da


};



// rede 172.16.12.0

//

// configuração de caching do servidor

zone “.” {


type hint;

// apenas declaração de hints, ajuda a encontrar o servidor raiz.


file “named.ca”;


};

zone “0.0.127.in-addr.arpa” {
// torna o servidor mestre  mestre para o seu próprio endereço de


type master;

// loopback


file “named.local”;


};

Configuração do servidor escravo

Configurar um servidor escravo é quase tão simples quanto configurar um servidor de caching, sendo necessário aenas algumas modificações no arquivo named.conf.

Suponha que wren (172.16.5.1) é o servidor mestre para o domínio de foobirds.org e o domínio reverso 16.172.in-addr.arpa, e que nós queremos configurar falcon como um servidor escravo para estes domínios.

$ cat /etc/named.conf

options {


directory “var/named”; 
// define diretorio de trabalho


};

//

zone “.” {


type hint;


// declaração de hints


file “named.ca”;


};

zone “0.0.127.in-addr.arp” {

// o torna servidor mestre para endereço de loopback


type master;


file “named.local”;


};

zone “foobirds.org”
{

//  Nome da zona


type slave;


// tipo de servidor


file “foobirds.hosts”;

//  arquivo com banco de dados do domínio


master {
172.16.5.1;
};
// aponta para servidor mestre do domínio


};

zone “16.172.in-addr.arpa {

// domínio reverso


type slave;


file “172.16.reverse”;


allow-updates { none; };


};

A lista de controle de acesso e a opção allow-query foram removidas desta configuração. Servidores autorizados (mestre e escravos oficiais) devem aceitar consultas de qualquer fonte.

A configuração do servidor mestre

$ cat /etc/named.conf

options {


directory “/var/named”;


};

zone “.” {


type hint;


file “named.ca”;


};

zone “0.0.127.in-addr.arpa”
{


type master;


file “named.local”;


};

zone “foobirds.org” {


type master;


file “foobirds.hosts”;


notify yes;


allow-updates { none; };


};

zone 
“16.172.in-addr.arpa”
{


type master;


file “172.16.reverse”;


notify yes;


allow-updates { nome; };


};

A configuração do servidor mestre é igual a qualquer outro servidor com uma diferença, você também tem que criar os arquivos reais do banco de dados do domínio. Em nosso caso o foobirds.hosts e o  172.16.reverse.

Registro de banco de dados DNS

Os registros de bandos de dados usados em zona são chamados de registros de recurso padrão ou, às vezes, só de RRs. Todos os RRs têm o mesmo formato básico.

[name] [ttl] IN type data

O campo name identifica o objeto de domínio afetado por este registro. Poderia ser um host individual ou um domínio inteiro. A menos que o nome seja de um domínio completamente qualificado, é relativo ao domínio atual.

Valores especiais no campo de nome que podem ser usados:


Um nome em branco – refere-se ao último objeto nomeado.


@ - Um sinal at recorre à origem atual. Origem é o nome do domínio default usado dentro do arquivo de zona.


* - caracter curinga que pode ser usado para qualquer string de caracteres.

O campo tempo de vida (ttl) define a duração que este registro de recurso deve se deixado em cache.

O campo class é sempre IN que indica servidores de internet.

O campo type define o tipo de RR. Abaixo encontra-se exemplos tipos mais usados.

Nome do registro
Tipo de registro
Funcão

start of Authority
SOA
Marca o começo de dados de uma zona e define parâmetros que afetam ela inteira

Name Server
NS
identifica o servidor de nomes do domínio

Address
A
Mapeia um hostname par aum endereço

Point
PTR
Mapeia um endereço para um hostname

Mail Exchanger
MX
Identifica o servidor de correio para um domínio

Canonical Name
CNAME
Define um alias pa a um hostname.

O campo data mantém os dados que são específicos ao tipo de RR.

SOA - Este registro definio o inicio de uma zona para a qual o seu servidor sera autoridade. A @ no primeiro campo da primeira linha define o nome da zona. O quarto campo lista o hostname do seu servidor DNS, o quinto campo lista o email da pessoa responsavel pela admnistracao deste dominio (no formato: login.seu-dominio.com.br). O registro SOA lista 5 parametros entre parenteses. Sao eles na sua respectiva ordem:

Serial number - Voce devera incrementar esse numero sempre que voce atualizar o arquivo em questao, pois os servidores secundarios usam esse numero para determinar se seu banco de dados esta desatualizado em relacao ao servidor primario, indicando que ele deve atualizar seus bancos de dados para esse dominio.
Refresh time - Especifica o tempo em segundos com respeito a frequencia que os servidores secundarios iram consultar o servidor primario para determinar se tabelas atualizadas estao disponiveis.
Retry - Especifica o tempo em segundos que um servidor secundario devera aguardar antes que uma atualizacao falha sofra nova tentativa.
Expiration time - especifica o tempo em segundos, que pode decorrer ate que o servidor secundario considere seus dados desatualizados, sem fazer uma atualizacao.
Minimum - Especifica o tempo padrao para o timer TTL nos registros de recursos exportados.

· NS - Lista um servidor de nomes para este domínio. 

· A - Mapeamento de nomes para endereços. 

· PTR - Mapeamento reverso, ou de endereços para nomes. 

· CNAME - Nomes canônicos (para aliases). 

· HINFO - Informações sobre o servidor. 

· MX - Nome do servidor de e-mail para o dominio. 

Arquivo de bando de dados do domínio

Arquivo /var/named/zone-127.0.0.1

Este arquivo contém as informações de zona reversa da interface loopback.(127.0.0.1).

0.0.127.in-addr.arpa. IN SOA ns1.pucpr.br. postmaster.pucpr.br. (

                          1        ; Serial

                          10800    ; Refresh after 3 hours

                          3600     ; Retry after 1 hour

                          604800   ; Expire after 1 week

                          86400 )  ; Minimum TTL of 1 day

0.0.127.in-addr.arpa.   IN      NS      ns1.pucpr.br.

1.0.0.127.in-addr.arpa. IN      PTR     localhost.

Vamos a explicação de cada entrada neste arquivo:

0.0.127.in-addr.arpa. -> Fala onde esta localizado este dominio.

IN -> Dominio Internet

SOA -> Start of Authority ou Começo da autoridade, define o servidor DNS.

NS -> Indica que a estação e uma servidora de nomes.

PTR -> Esta informando que “1″ (1.0.0.127.in-addr.arpa ou 127.0.0.1) e o nome reverso do dominio local “localhost”

Serial -> Informa o dia que este arquivo foi modificado e a quantidade de vezes q ele foi modificado naquele mesmo dia. A data + Serial e da seguinte forma: ANO MES DIA SERIAL

Atualização -> Informa de 3 em 3 horas ele fara a atualização da base de nomes com o servidor secundario.

Tentativas -> Define que de 1 e 1 hora o servidor secundario tentara se comunicar com o servidor primario. Somente acontecerá isso se o servidor primario cair.

Expira -> Tempo de vida util do servidor secundario caso ele nao consiga se comunicar com o servidor primario em 7 dias ele droppara todo seu banco de dados de dominio.

TTL Minimo -> Tempo de resposta de um servidor, caso seja pedido a resolução de um dominio contido em seu banco de dados.

Arquivo /var/named/zone-cache

Este arquivo define o conteúdo inicial do cache do servidor DNS, que consiste basicamente dos endereços dos servidores raiz (rootservers). Este arquivo deve ser atualizado periodicamente a partir deste servidor.

;       This file holds the information on root name servers needed to initialize

;       cache of Internet domain name servers ...

;

.                        3600000  IN  NS    A.ROOT-SERVERS.NET.

A.ROOT-SERVERS.NET.      3600000      A     198.41.0.4

;

; formerly NS1.ISI.EDU

;

.                        3600000      NS    B.ROOT-SERVERS.NET.

B.ROOT-SERVERS.NET.      3600000      A     128.9.0.107

;

; formerly C.PSI.NET

;

.                        3600000      NS    C.ROOT-SERVERS.NET.

C.ROOT-SERVERS.NET.      3600000      A     192.33.4.12

;

; formerly TERP.UMD.EDU

;

.                        3600000      NS    D.ROOT-SERVERS.NET.

...

; End of File

Arquivo /var/named/zone-pucpr.br

Este arquivo contém as informações de zona direta do domínio pucpr.br.

pucpr.br. IN SOA ns1.pucpr.br. postmaster.pucpr.br. (

                        1        ; Serial number (increase it after edit)

                        10800    ; Refresh after 3 hours (3 x 3600 sec)

                        3600     ; Retry after 1 hour (1 x 3600 sec)

                        604800   ; Expire after 1 week (7 x 24 x 3600 sec)

                        86400 )  ; Minimum TTL of 1 day (24 x 2600 sec)

; Name server for this domain and sub-domains

pucpr.br.               IN      NS      ns1.pucpr.br.

; Mail server for this domain

pucpr.br.               IN      MX      10      mailer1.pucpr.br.

; Addresses for local names

localhost.pucpr.br.     IN      A       127.0.0.1

ns1.pucpr.br.           IN      A       200.192.112.2

                                TXT     "Servidor de nomes primario"

                                HINFO   "PC P4" "Linux Slackware 8"

ppgia.pucpr.br.         IN      A       200.192.112.141                         TXT     "Servidor principal PPGIA"

                                HINFO   "PC P4" "Free BSD 4.9"

alfa.pucpr.br.          IN      A       200.192.112.168

                                TXT     "Servidor de e-mail"

                                HINFO   "Sun UltraServer 5" "Solaris 9"

; Aliases

mailer1.pucpr.br.       IN      CNAME   alfa.pucpr.br.

Arquivo /var/named/zone-200.192.112

Este arquivo contém as informações de zona reversa do domínio pucpr.br.

112.192.200.in-addr.arpa. IN SOA ns1.pucpr.br. postmaster.pucpr.br.(

                        1        ; Serial number (increase it after edit)

                        10800    ; Refresh after 3 hours (3 x 3600 sec)

                        3600     ; Retry after 1 hour (1 x 3600 sec)

                        604800   ; Expire after 1 week (7 x 24 x 3600 sec)

                        86400 )  ; Minimum TTL of 1 day (24 x 3600 sec)

; Name servers

112.192.200.in-addr.arpa.       IN      NS      ns1.pucpr.br.

; Addresses point to canonical name

2.112.192.200.in-addr.arpa.     IN      PTR     ns1.pucpr.br.

141.112.192.200.in-addr.arpa.   IN      PTR     ppgia.pucpr.br.

182.112.192.200.in-addr.arpa.   IN      PTR     alfa.pucpr.br.

Delegação de Domínios

As primeiras quatro linhas da amostra de delegação são registros NS.

swans 

IN
NS
trumpeter.swans.foobirds.org.



IN
NS
parrot.foobirds.org.

terns 

IN
NS
arctic.terns.foobirds.org.



IN
NS
trumpeter.swans.foobirds.org.

Os dois primeiros registros dizem que trumpeter e parrot são servidores autorizados para os domínio swans.foobirds.org. Os últimos dois registros dizem que arctic e trumpeter são servidores autorizados para o domínio terns.foobirds.org.
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