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INTRODUÇÃO

O significado de FTP é File Transfer Protocol. O FTP é um dos protocolos mais utilizados na Internet. Por quê? Ele está disponível para quase todos os sistemas operacionais, tais como Linux, Unix, Windows, etc.

Pode ser usado o próprio browser como Netscape, Opera, Internet Explore, entre outros, para iniciar um download de qualquer FTP.

O FTP é utilizado para transferência de arquivos, seja transferindo do servidor para o cliente, como do cliente para o servidor. Possui o recurso de comandos e a possibilidade de gerenciar diretórios, como criar e excluir diretórios, mover arquivos de um para outro, listar, renomear, etc.

FTP

File Transfer Protocol. É um protocolo usado para transferir arquivos através de redes TCP/IP e claro, também através da Internet. Apesar de ser relativamente novo (o padrão foi estabelecido apenas em 1985, ao contrário do TCP/IP e do HTTP que foram criados durante a década de 70), o FTP logo tornou-se extremamente popular, pois é fácil de usar, seguro e oferece uma grande gama de recursos, ele também utiliza duas portas, a 21 para controle e a 20 para dados.
Existem inúmeros servidores de FTP e praticamente todos os sistemas Unix além claro de praticamente todas as distribuições do Linux trazem pelo menos uma opção de servidor FTP. O Windows não traz um servidor de FTP nativo (com excessão das versões server), mas isso não é problema, já que basta instalar um dos servidores disponíveis, muitos gratuitamente. Os programas clientes também variam em sofisticação, mas todos os browsers atuais incorporam clientes simples de FTP. 
O acesso é controlado através de um login e senha. No servidor é possível configurar quais pastas devem ficar disponíveis para cada usuário e especificar as permissões de cada um (ler, escrever, listar, etc.). Existe ainda a opção de criar um login anônimo, com permissões restritas, que pode ser usado para compartilhar dados de acesso público.
Configurar um servidor FTP no Linux é bastante simples, pois qualquer distribuição inclui pelo menos um servidor de FTP, basta ativar o serviço. No Mandrake, Slackware, Red Hat, Conectiva, Ubuntu e outros, o servidor de FTP default é o ProFTPD.

Uma vez configurado o FTP, todos os usuário registrados no sistema terão acesso via FTP a todas as pastas e arquivos que podem acessar localmente, o que por default inclui acesso completo à pasta de usuário, dentro da pasta /home e acesso de leitura para mais algumas pastas do sistema.

Temos outras configurações que devem ser feitas. Na realidade, existem três telas de configuração de controle de acesso:

1. Usuários reais: Controle de acesso dos usuários reais do seu sistema. Esses são os usuários que têm contas em sua rede.
2. Usuários convidados: Controle de acesso a usuários convidados.

3. Anônimos: Controle de acesso de usuários que se conectam anonimamente.
O protocolo de aplicação FTP, que utiliza o protocolo de transporte TCP, está definido no RFC 959, onde contém especificações técnicas

CONFIGURAÇÃO NO SERVIDOR
Nesse trabalho utilizaremos o sistema operacional Ubuntu com o servidor de FTP ProFTPD. O ProFTPD é um servidor ftp altamente configurável para sistemas operacionais Unix.

INSTALANDO O PROFTP: 
# sudo apt-get install proftpd

CONFIGURANDO O PROFTPD:

Primeiro digitamos o comando abaixo, onde serão feitas as configurações gerais do servidor: 

# /etc/proftpd.conf
Em seguida editamos o proftpd.conf:

    ServerName                  "TrabalhoFTP" 
    ServerType                    
inetd

    DefaultServer                  on

    ScoreboardPath              /var/run

    DeferWelcome                on

    ServerAdmin                  
root@localhost

    ServerName                   "Servidor FTP"

    SyslogFacility                  AUTH

    # Umask 022 é um bom padrão para prevenir que novos diretórios e

    # arquivos sejam graváveis pelo grupo ou outros usuários

    Umask                           022

    # Usuário e grupo para o servidor

    User                            
nobody

    Group                          
nobody

    <Directory /*>

      AllowOverwrite               no

    </Directory>

    # Configuração básica para ftp anônimo, sem diretório para recepção

    # de arquivos

    <Anonymous ~ftp>

      User                          
ftp

      Group                         
ftp

      DirFakeUser               
on

      DirFakeGroup               on

      # ftp = anonymous

      UserAlias                     anonymous ftp

      # número máximo de logins anônimos

      MaxClients                    10 "Número máximo de clientes, tente mais tarde."

      # No máximo duas conexões por cliente

      MaxClientsPerHost        2 "Você já está com muitas conexões simultâneas."

      # welcome.msg mostrado na conexão e .message mostrado para cada

      # diretório acessado.

      DisplayLogin                  welcome.msg

      DisplayFirstChdir           .message

      AccessGrantMsg            "Acesso anônimo aceito para %u."

      # Limite gravação no chroot anônimo

      <Limit WRITE>

        DenyAll

      </Limit>

    </Anonymous>

	Após as modificações é necessário reinicializar o serviço inet:
# /etc/rc.d/init.d/inet stop


# /etc/rc.d/init.d/inet start

CRIANDO USUÁRIO E SENHA

# useradd nomedousuario

# passwd senhausuario

CONFIGURAÇÃO NO CLIENTE

ACESSANDO O SERVIDOR FTP

# ftp ip
Em seguida pedirá o login e a senha, que será o mesmo que foi criado no servidor. Caso seja um usuário anônimo digitamos o mesmos dados que foram passados no proftpd.conf.

A partir de agora o FTP já está disponível para o usuário acessar qualquer tipo de dados que ele possuir permissão.

Para obtermos uma lista de comandos que podem ser usados digitamos:

FTP> help

PRINCIPAIS COMANDOS
bye – terminar a sessão ftp e sair
cd – alterar o diretório de trablaho remoto
close – terminar a sessão ftp

dir – exibir o conteúdo da pasta remota
get – receber arquivo
help – informações de ajuda
lcd – alterar o diretório de trabalho local
ls – exibir o conteúdo da pasta remota
mget – obter vários arquivos

mkdir – criar pasta a máquina remota

open – conectar-se ao tftp remoto

pwd – imprimir a pasta de trabalho na máquina remota

CONCLUSÃO
Concluímos com esse trabalho que a transferência de arquivos utilizando o protocolo FTP dá-se entre um computador chamado "cliente" (aquele que solicita a conexão para a transferência de dados) e um servidor (aquele que recebe a solicitação de transferência).

Para conectar-se ao servidor, o usuário informa um nome de usuário (ou username, em inglês) e uma senha (password). Informa também o nome correto do servidor ou seu endereço IP.

Se os dados foram informados corretamente, a conexão pode ser estabelecida, utilizando-se um "canal" de comunicação, chamado de porta (port). Tais portas são especificações numéricas que, no caso da comunicação FTP, é representada pelo número 21.
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